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UGnpytpp Epptp »
Qh "‘I.unw h n Ld Ywplnp dGgptpnid

«Utkpybpp Gpptp sh Junnwhnid oguinwnhpng

UGpdGpwiht épwgpwynnpnidp ny G Ynn gnGlu E, ninwplwo njwiutiphu:

W Wwinwupuwuwwnynipynil, unnignid b wy
GupwnpnipynLup, np oguiwwnhpng Ynndhg
ninunyywéd guulwgwd nyjw| wynintiughwy

Yunwuquynp E: hdwuwnp

Client-side uinnigntdp (JavaScript) OgunwinEpp fupnn £ wdpnngnipjwdp 2pgwtighy |
a6p yGp Egp L ninuipytl Awpgnudubp ninhn |

uwhiwwnbudwé £ oguinwinhpng ubpybpht® oqunwgnpdbiny wy gnpdhputp,

Awnpdwpwdbunnygjuu (UX) Awdwp, dhuyntn husp client-side unnnignudp nwpduntd k
Jhuynkin server-side unnignuip’ wbogniin’ wuywnwugnipjwiu inbuwuyjniuhg:

wuyunwugnipjwu:
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Lwpgdwiu GpYynt Yedpp’ GET vs. POST

GET (SYywup unwbwnt Awdwp) POST (SYywutp nunupybint Awdwp)
P

o=
l ¢ > ¢ (example.com/search?query=pl

Luwwnwlyp: nGunitpuhg ndjwup ywhwieb: Lwwwnwlyp: ubpybpht inyuup ninipybp unp

SYjwiubph thnfuwgned: wwpwdtuptpp Gplnud nbuntpu unbndtint Ywd thnthnfubiint Awdwp:
Lu URL-h dtig: SYjwutiph thnpuwtignid: ywpwdbunpbpp pwpgdwd
Uuwnwlgnipinit: phs wudunwg, pwih np GU Awpgdwu «dwpdunud» (request body):

njwiutipp tnGuwuGih Gu pninphu: Utudwmwtgnipejnit: wybh wudwnwtg, pwth np
LkwyYnpnud: Awpgnidubpp Ywpnn Gu pbpwdnpuyb: indjwtpp URL-nLd 36u Gplncd:

LLwynpnid: Awpgnudubpp stu pEawynpyned:

A Chduwlwl Yuwtnt. Login form-Gpp W gqununuh tnyuubpp
wbwp £ ogunwagnpdtit POST Ukpnnp:
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Twpwwup’ huywbu kE Apache-p «pununtd» PHP-h Atiwn

Al
/b @b

Apache

Fpwnigbpp Gpptp nuinhn sh nhdnwd PHP $wyhu: Web Server-p (ophuwly™ Apache) Awunbiu £ quihu npwtu dhetnpn.
Qnjnipnit ntuh 3 Shduwlywu dEpnn, npny Upwtp thnhuwgnnud Gu:

1 . Npytu dnnny (mod_php): PHP-U wzfuwwnnid £ Apache-h uGpunid: Uw wdGuwwpwg, ubpun hunGgpdwé tnwpptpwl £

2 CGI (Common Gateway Interface): Udku Awpgdwt Awudwn Web Server-p uinbndnud £ PHP-h unp wypngbu: Mwpq £
e hpwlwbwgdwt Awdwp, pw)g nwinwn k£ b jwy sh dwupnwpwynpyned:

3 FastCGI: Lwdwuwpwl2nnipintt wpwagnipjwl b dtynwwgdwl dheli: PHP-U whuwwnnud £ npwbu wnwbdht nbdnt
e (daemon), huyp yepwglnud £ wdku wuquwd unp ypngbu unbndtint wluhpwdtunnipnulp:

Ogunwuwnbpp wbutinud £ dhwyt PHP-h Ynnihg qbubpwgywé yepgtwljwt HTML-p, ny Gpptp’ PHP Unnp:
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Unweoht wugwytuwp. «bul Gpb ogunnwnbtpp thnpdh puwpb® hud»

Unnh ophuwl (PHP)

// Unnignid Bup, np Awpgnuip POST E
if ($_SERVER['REQUEST METHOD'] === 'POST') {
// Unnignud Glp" wpnynp email-p L password-p nuiqwplyt Bu
// trim() REnwglunud E wybinpn pwgwwnlbpp
$email = trim($_POST[ 'email'] 2?7 '');
$pass = $_POST['password'] 7?7 '';

(if (empty($email) || empty($pass)) {
die("Uhuwy: Bninp nwanbpp wwpumwnhp Bu:");

}
A,
POST Request : // ... RGnwgw gnpénnnipynibiip
huunhpp
Frontend-h unnnignudutipp (ophtiwl’ HTML5 “required” wwnphpntnp) Fwgwwpnipnil
JwpBh £ RBnnupjwdp 2pgwligh: Lwpdwyynnp Ywpnn £ niqnuiplyty Uju Ynnp Gpuphuwydnpnud £, np unybhul GRE client-side uinnignudp
Awpgnul” wnwlig ppwnigbp oguwagnpdbint: anowtigyh, ubpdbpp sh thnpdh whuwnk pipp Ywd pwgwlwnn
inyjwiph Abuwn:
Lniénudp

Server-side uinnignud: Uhpun uinnigbp ubpdbph Ypw, pk wpnynp
nuwibtbpp wnljw GU L nwwnwpy sGu:
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Mwhpogp. Fununuwpwnbpp SGpunny 26U Mwhynid

luunhpp QGnpoplpwgp

bpb t!lbrl ll'll.l_lllllhbﬂh [.'!UJq_lUl.l q.anthUJh, 1. Anwbancd (Registration

U qunuuwpwntpp wywhywd |huGl U password_hash()

wwnq nGpuwnnd, pnnp ogunwnbpbph Qlier_passwurd_IZSJ <>'

hwahyutipp Yywnwlgybl: L J v $2y$10...vLpWOt12H3f4...

Lniénudp 3 > | -_ ﬁ ’

Hashing: Gwnubwpwnp ytpwoynud £ o SYjw|ubph pwqu
// $userlnputPassword = 'user_password_123";

thhal;l#)TnﬂMUh, LA UL $hashedPassword = password_hash($userlnputPassword, PASSWORD_BCRYPT); (Database)

// Save $hashedPassword to the database

2.U Logi
nLnp (Login) password_verify()

Qier password_ 123 ﬁ_’ <>
// $loginPassword = ‘user_password_123'; @ _}

// $hashFromDb = get_hash_from database) J—)
E &— $2/810..vLpWoH12H3f4... —

if (password verlfy{sluglnPasswnrd $hashFromDb)) {
- _

// Password is correct!

}
Ywplinp Uppnipjncl

‘password_hash()"-p jnLpwpwbyjnip wbgwd unbndnwd £ iwpptp hash Unyl gununuwpwnh hwdwp (unphhy UGEpRPYwé “salt”-h):
Wn wwwbwnny ninhn hwdtdwwnpnil (‘$hash1 === Shash2®) tppkp 3h wztuwwnh: Uhun oguniwagnpdbp ‘password_verify()':




Fwnpguwlhyp. Mw2nwwlncpintl SQL Injection-hg

Jwnuwlgp
Gt oguwwnhpng dntinpwagpwd ndjwiutpp nunnuypnptl tnkinunpydtu SQL hwpgdwl dtg, hwpdwyynnp Ywpnn £ thnthnfub)
hwpgdwl npwdwpwUncpnibp b gnnubiwg Yuwd ougk| tndjwiutp:

A Jwun ophLwl (6FPEL U3UMEU ULEL)

$email = $_POST[ ‘email']; '
$sql = "SELECT % FROM users WHERE email = SSuE'"; // CUS dJSulqudnr

LnLénudp’ Prepared Statements
Uw Gpynt pwjihg pwnwgwé gnpdplpwg £, npb wdpnnentpjwlp wnwbdbwgunid £ SQL hpwdwlp ogunwwnhpng tnndjwiuGphg:

SQL Rwpguwl Ywnwuwwp

$sql = "INSERT INTO persons (first_name, last_name,
email) VALUES (7, 7, 2)";

$stmt = mysqli_prepare($link, $sql);

mysqli_stmt_bind_param($stmt, "sss”, $first_name,
$last_name,
$email);

mysqli_stmt_execute($stmt);

SYjwutipp wwwhny mGnwnpyned Gu:
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Lwnuhg ntwyh Ywnnigywdp

luunhpp (Ywwn dnintignud) LnLénidp (Lwy dnuinbgnid)

e

1

N
N h / Root Project }
login.php style.css
v
= i ' assets/ /
imdex.php db.php

v
' helpers/ ;

IR
—| init.php
[_ B

A\

[ ] css/
> js/ db_conn.php

i..am > [7] images/ ~ Yuupp htunnwglinn huwpp \ |

b Uwnkindb) “helpers/init.php” $wj(, npp Yubpwnh pninp djnu oguwluwl |
index.php $uwy Epp: Wunihbunl, jnupuwgwlyynen Egh ugenud wuhpwdtn £ |
Jphwjl JEY “include(‘helpers/init.php')” vinn’ pninp $nilghwlbppl
hwuwlGhnipyntt nlubLwnt hwdwp:

~Iv

+

. J
Fninp dw)ltpp dh pnpwwwlwynid Gu: «Uhun unhwhp pn Ubpyw «Gu»-hu wybih 2wwn wphuwnt), npwbugh wwwgw
Uw ndwpwglnud £ Lwhuwagéh «Gu»-n Jupnnwluw hwuquunwlw]’ Unp huwpwynpneyntblbp wyGwglbihu

Ywnwywpnudp, Gpp wjb JGdwlnud E: Ywd upuwiutp ninntkhu»:




UtpnyGph Ywwnwiybhnp” HTTP Status Codes

UGpdGph ywunwupuwup ywpnwowyned £ pwiht Ynn, npp uywpwagpnid £ Awpgdwu
wpnniupp: UAw wduwunwpwdéjwdubnn:

v’

2xxX (CweonnnipjnLl / Success)

200 OK

Uunwbinwpwun wywunwupuwb fwenn
Awingnudubph Awdwn: UdGu hty
unpduwiy k:

N

a
R

4xx (Ogunwwnhpng Uhuwy / Client
Error)

403 Forbidden

“tnip ynibbip pnywnyneintt wyu
nGunipuhb AwuwbGhnipinLl
unnwbwnt Awdwp:

404 Not Found

NMwhwugywd nbunipup sh gunudbi:

X

5xx (Utpytph Uhuwy / Server
Error)

500 Internal Server Error

Utpytph ypw wnknh £ nikigh
wbuwwubh upuw: Uw gpbpb dhown
opwapwdnpnnh ufuwih AGinbwip E:
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500 Internal Server Error Spwgpwynpnnh Upuwip

Uw punhwlncp «hUg-np pwl ufuwi guwg» hwnnpnwapnpincl E: UGpdGpp ghwinh, np fuuinhp w, pwyg sh
Ywpnn wyGih YnlynGun |hut:

hdlwlwl ywnbwnelubpp

{
0

=

UhUuwnwpuhuh ufuwilbp (Syntax Errors): PHP
Ynnnud dnnwgywé Yewn-unnpwytun,
thwywaghd b wyl:

$Sw)tph ujuw pnynygnipynculitp (Incorrect
Permissions): PHP $w tpp unynpwpwp whwnp
E ntbGLwl 6447, hul pnpwwwlwllbpp 755

PHP hhnnnipjwl uwhdwbwiwihh uywnned

(Memory Limit Exhaustion): Uyphwwnp thnpanwd £

oguwagnndébi wytiih wwn hhannnipincl, pwl
pnyjwnpywé £ ubpytiph Ynndhg:

Upuwutp ".htaccess” $uwynd: Upuwy
UnUdhgnipwghwt Ywpnn £ wnwewgli 500
upuwy:

h"Uy wlbip wnwehu htpphl

Uunnigbip ubipytph upuwutph dwwnjwlp (Error Logs): Uw
wUtbwywplunp pwju £: Uppwutph dwnjwlnwd gpbpt dhpwn
Udwd E, pE np $wjth np innnud £ inknh ntlitgl upuwp:
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Lh2b6iny Oguwwnhpngp’ Session-ubp

hwunhpp: HTTP wpnuinyngp «wbBhonn» k (stateless): Ldtt Awpgnid wblwhu £ bwhunpnhg: Updtpp (nGywit sghnp’
wprynp Gpynt tnwppbp Awpgnudubp GG Gu unyl ogunwnhpnohg:

Lnudnidp: Session-ubp: UGpYGpp unbndénud £ dwdwuwwynp $wj oguinwunhpnep yepwpbpnn tnndjwibGpp wwhbind
Awdwp: Fpwnigbpht ninwpyynud £ jnipwwnndy ID (session cookie), npp ppwnigbpt ninuipynud £ A’ jntpuipwitiginip
Awegnnpn Awpgdwi Abwn:

!/ AFter successful login

session_start();

& _SESSION[ "user_id'] = SuserIdFromDatabase;
S_SESSION[ "email'] = JuserEwail;

session_start();

if (1isset{S_SESSION[ 'user_id']}) {
header('Locatlon: login.php*);
exit();

Step 1: Successful Login | Step 2: Subsequent Request Step 3: Server Verification
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wnpgdwl Yywlph Ship. Udpnnewjwt Mwwnybpp

N

HTTP Response

{glﬂ \

HTTP Response -
(404 Not Found) \

HTTP Response
(500 Internal Server Error)

sl Password
| § Hashing

[, __.-"'--
e

Prepared
Statements

GET / POST
Request Input
' Validation

UGpdtpph hhdbwlwl ywpunwlwunypyniuubpt Gu.
e Cunniub| b y6pndt HTTP hwpgnwdubpp:
o **GMPEL™ yuinwhb| dntinpwjht tnndjwibGpht b dhpwn unnigb npwp:
e ULJunwlg YEpwnyd wotuwinb| qquniu indjwiubph htin (hashing, prepared statements):
e Ywnwydwnb| oginwnhpng Yhdwlp (sessions):
o Jbpwnwndlub] hunwy b hdwunwhg ywwnwupuwu (HTML + status codes):

Session
Management &g
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Suwiht Ulhuwwnwup” Ywnnigbp 26p Unweht Uwwany
Login Lwdwlwngp

Lwwwnwl: 8nig Lwy request-response, validation b session Awulwgnipjniuubph hdwgnipniup:

:9 1. Login Form (HTML): email L. password nwpwntip, POST dtipnn:
2. Server-side unnirgnid (PHP): Uinnigbi|, np nwawnbpp nwwnwny yGu:

A 3. budwnwug 5235 Ogunwagnnét| password_hash() (gpwtgdw Awdwp, npp Ywnpnn bp
le uwhuwwtiu wuk)) b password_verify() (dntinph Awdwp):

4. Session-h Junwywpnid: Lwgnn dnwinph nGwpnid uinbinét| session, uintindb|

_@ wwunwwuywsé kg (ophuwly’ dashboard.php), npp Awuwubih E dhwju dnwnp gnpdtinig
= Akwnn, L wybjwgub) Logout Yntwl:

Fnunwuwjht dJwpunwhpwybp:
e hpwlwuwqgub| nmyjuwutph pwqwih AGn whuwwnwup ogunwagnnotiiny Prepared Statements:
 bpwlwuwgub| yGpwhnnudubp (redirects) header() $nuyghwih dhengny:
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«Lwy uGpytpwjhl
opwapwUdnpnnp dtmwénud k.
«pulj Gt oqunwwntnp
thnpéah fuwpbp hué»:




